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Housekeeping

Yes! This webinar is being 
recorded 

You will receive a link to
the recording as soon as itʼs 

available—usually within
24 hours

Questions?

Please submit them in
the Chat panel

All Attendees Are Muted

Feel free to ask questions 
and/or provide your insights

in the Chat panel
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Why Do Schools Need 
Cloud Security?

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


94% of K-12 schools are in the cloud

Google 
Workspace

43%

Google & 
Microsoft 365

41%

Microsoft 365

9%

None/Other

7%

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


But are leaders taking cloud security & safety risks 
seriously enough?

Shocking % of district EdTech leaders & influencers are UNconcerned about

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


31%

19%

50%

28%

15%

57%

27%

13%

61%

31%

12%

57%

Yes No Donʼt Know

Confident, but secure?
60% of district leaders have quite a lot or a great deal of confidence in the 
privacy & security of data stored in cloud apps. 

50% donʼt have 
monitoring for 

external domain 
file sharing

43% donʼt have 
monitoring for 

internal domain 
file sharing

40% donʼt have 
a way to record 

who is accessing 
shared files

43% donʼt have 
scanning for 

potential CIPA 
violations

Yet...

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


Gaps Are Leading To Real Consequences

publicly-disclosed cyber incidents
in the USA since January 2016

17% increase in publicly-disclosed 
incidents in 2020 over 2019

36% of 2020 incidents resulted in
student and/or staff data breach/leak

Source: The K-12 Cybersecurity Resource Center

K-12 became a leading target for 
ransomware in 2020, according to 

CLICK HERE
To Access The Full Report

https://k12cybersecure.com/
https://get.managedmethods.com/k12-cloud-security-report-2021-22




Identity & Access
MFA / 2FA

SSO

Infrastructure
Vulnerability / Pen Testing
Remote Access (VPN)
Patch Management (Windows)
Backup

Network
Firewall
Secure Wifi Network
Content Filtering

Endpoint
Content Filtering  (CIPA / E-Rate)
Virus Protection (PCs and & Mac)
Classroom /  Device Management (MDM)

Cloud
Email (Gmail or Outlook & MS Exchange Online)
File Sharing (Drive, Shared Drives, OneDrive, Sharepoint)
Video Conferencing / Messaging (Meet, Chat, Teams, Zoom)

Districts need multi-layered cybersecurity & safety
CLICK HERE

To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


Panel Discussion

Understanding cloud security & safety 
in modern school districts

Mike Leseberg
Executive Director of IT

Richland School District

Andy Lombardo
Director of Technology

Maryville City School District

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


Cloud Security & Safety
Made Easy For K-12

Deploys in minutes without proxy, 
agents, or appliances 

100% hosted in Google Cloud Platform

API integrations mean we never collect 
or store your data locally

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


Monitor & Audit

Automated security, behavior monitoring, and 
remediation 24/7/365 with simple reporting

Data Security & Privacy

Data loss prevention for sensitive student and district 
data stored in Google Workspace & Microsoft 365

Threat Protection

Stop phishing and malware attacks in Google 
Workspace & Microsoft 365 email, files, and drives

Safety Signals

AI detects self-harm, cyberbullying, threats of 
violence, discrimination, and explicit content 
signals

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


“ManagedMethods is easy to use and easy to do 
business with. This alone brings down the Total 
Cost of Ownership—the fact that it is affordable 
for school districts made our purchase decision 
easier. We thought it was a great product from 
the start and as weʼve used it over the years, we 
continue to see value in our decision.”

“I was blown away when I saw the demo 
version at the booth. I was really impressed 
that that much data could be presented in such 
a way. And ManagedMethods is so awesome to 
offer the 30-day trial so I could really get a feel 
for how it works with our data and what our 
infrastructure looked like.”

94% 
2021 Customer 
Retention Rate

“Working with vendors can be frustrating for those 
of us in K-12. The cost conversation is a challenging 
conversation to have because theyʼll often treat 
schools with limited budgets and resources the 
same as all their other customers. 
ManagedMethods is different. The platform works, 
the price is right, and itʼs focused on K-12 and our 
unique needs. On top of that, their customer 
service is exceptional. Every interaction I have had 
with every member of the team at 
ManagedMethods has been positive.”

CLICK HERE
To Access The Full Report

https://get.managedmethods.com/k12-cloud-security-report-2021-22


  

Thank You!
Request Your 30-Day Free Trial Today

bit.ly/K12-Free-Trial

Cybersecurity
Text & Image Risks

✓ Student Data Privacy
✓ Data Loss Prevention
✓ Financial Data Security
✓ HR/Employee Data Security
✓ Phishing & Malware Protection

Safety Signals
Text & Image Risks

✓ Self Harm
✓ Cyberbullying
✓ Domestic Abuse
✓ Threats of Violence
✓ Profanity & Explicit Content

managedmethods.com

http://bit.ly/K12-Free-Trial

