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Large Enrollment

10,000+ Students

8%

31%

Medium Enrollment

2,500 - 9,999 Students

25%

35%

Small Enrollment

<2,500 Students

34%

67%
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2020 Year in Review
The State of K-12 Cybersecurity

The year defined by COVID-19 offered a profound stress test of the resilience and security of K-12 

technology. Policymakers and school leaders have historically demonstrated a reasonable duty of care in 

protecting members of their school communities from physical security risks, natural disasters, extreme 

weather events, and now public health risks, too. Unfortunately, such commitment has largely been 

absent when it comes to school-related cybersecurity risks.
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Publicly Disclosed
Cybersecurity Incidents

Denial of Service

Phishing

Ransomware

Data Breach/Leak

Other*45%

36%

12%

2%5%

*Other incidents include unattributed malware, 
class and meeting invasions, email invasion, 
website and social media defacement, and a wide 
variety of related and/or low-frequency incidents


